12. PUBLIC RELEASE. Any information (classified or unclassified) pertaining to this contract shall not be released for public dissemination except as provided
by the Industrial Security Manual or unless it has been approved for public release by appropriate U.S. Government authority. Proposed public releases shall
be submitted for approval prior to release |:| Direct !:I Through (Specify)

NONE AUTHORIZED

to the Directorate for Freedom of Information and Security Review, Office of the Assistant Secretary of Defense (Public Affairs)* for review.
*In the case of non-DoD User Agencies, requests for disclosure shall be submitted to that agency.

13. SECURITY GUIDANCE. The security classifiection guidance needed for this classified effort is identified below. If any difficulty is encountered in applying
this guidance or if any other contributing factor indicates a need for changes in this guidance, the contractor is authorized and encouraged to provide
recommended changes; to challenge the guidance or the classification assigned to any information or material furnished or generated under this contract;
and to submit any questions for interpretation of this guidance to the official identified below. Pending final decision, the information involved shall be
handled and protected at the highest level of classification assigned or recommended. (Fill in as appropriate for the classified effort. Attach, or forward under
separate correspondence, any documents/quides/extracts referenced herein. Add additional pages as needed to provide complete guidance.)

Ref.10.a. COMSEC material/information may not be released to DoD contractors without Air Force Cryptological Support
Center (AFCSC) approval. Contractor must forward requests for COMSEC material/information to the COMSEC officer
through the program office. The contractor is governed by the DoD 5220.22-S, COMSEC Supplement to the NISPOM in
control and protection of COMSEC material/information. Access to COMSEC material by personnel is restricted to U.S.
citizens holding final U.S. Government clearances. Such information is not releasable to personnel holding only reciprocal
clearances.

Ref.10.e.(1): Cleared personnel are required to perform this service because access to classified information inside a SCIF (af]
other than the prime contractor's facility) cannot be precluded by escorting personnel. Contract is for maintenance services or
equipment which processes classified information. Knowledge of and generation/handling of intelligence information is not
required in the performance of this contract.

Ref.10.e.(2):Contractor will require access to and comply with AFI 14-303 and AFMC Supplement 1. Release of intelligence
information does not create an unfair competitive advantage for the contractor nor a conflict of interest with the contractor's

obligation to protect the information.

Ref.10.f.: The OPR for SAP is not the office shown in Item 13 of this form. However, the contractor requires access to ICE}
material. The contractor must adhere to the special access requirements/procedures developed by the OPR.

Ref.10.j.: FOUO information provided under this contract shall be safeguarded as specified in DoD 5400.7-R, DoD Freedom
of Information Act Program, Chapter 4, dated Sep 1998.

Continued on next page.

14. ADDITIONAL SECURITY REQUIREMENTS. Requirements, in addition to ISM requirements, are established for this contract. I ves | X I No
(If Yes, identify the pertinent contractual clauses in the contract document itself, or provide an appropriate statement which identifies the additional
requirements. Provide a copy of the requirements to the cognizant security office. Use Item 13 if additional space is needed.)

15. INSPECTIONS. Elements of this contract are outside the inspection responsibility of the cognizant security office. I Yes | X |No
(If Yes, explain and identify specific areas or elements carved out and the activity responsible for inspections. Use Item 13 if additional space is needed.)

16. CERTIFICATION AND SIGNATURE. Security requirements stated herein are complete and adequate for safeguarding the classified
information to be released or generated under this classified effort. All questions shall be referred to the official named below.

a. TYPED NAME OF CERTIFYING OFFICIAL b. TITLE c. TELEPHONE f(Include Area Code)
TAMELA CARDIN CONTRACTING OFFICER (478)926-9109/DSN 468-9109
d. ADDRESS (Include Zip Code)
WR-ALC/LKKA

460 RICHARD RAY BLVD, STE 221
ROBINS AFB GA 31098-1640
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